|  |  |  |  |
| --- | --- | --- | --- |
| **Company Appointed Persons** | | | |
| Designated Person Ashore (DPA)  Company Security Officer (CSO) |  | Mobile: |  |
| Office: |  |
| Email:  General : |  |
|  |
| Deputy Company Security Officer  Deputy Designated Person Ashore |  | Mobile: |  |
| Office: |  |
| Email: |  |
| Designated by the company for handling on board complaints relating to any matter alleged to constitute a breach of the requirements of the Maritime Labour Convention 2006. |  | Mobile: |  |
| Office: |  |
| Email: |  |
| **Seafarers can ask Master for confidential and impartial advice on MLC 2006 complaints and to otherwise assist in following the on board complaints procedure.** | | | |
| **Ship Appointed and Elected Persons; Write the full name with Dry Marker** | | | |
| Ship Security Officer (SSO) | **Master or Chief Officer**  **Delete as per appropriate according to SSP)** |  | |
| Deputy Ship Security Officer | **Master or Chief Officer**  **Delete as per appropriate according to SSP)** |  | |
| Oil Spill Response Officer and Ballast Water Management Officer and Garbage Management Person in Charge | **Chief Officer** |  | |
| Person in Charge of Communications during Emergencies  (including securing VDR data as per Master's orders) | **3rd Officer**  **(To be Recorded in GMDSS Log)** |  | |
| Safety Committee  Safety Representatives are elected by crew from all departments.   Meetings are to be held at least once a month, minutes are to be made available to all crew members. | **Master, Chief Officer**  **and Chief Engineer and 2nd Engineer** | **Crew Safety Representatives:** | |
| |  |  |  |  | | --- | --- | --- | --- | | Company Appointed Persons | | | | | The Company Cyber Security Officer (CCO) | **IT Manager Mr. Ronaldo Gambota PALAD** | Mobile: |  | | Office: |  | | Fax: |  | | Email:  General : |  | |  | | The Ship Cyber Security Officer (SCO) | **2nd Officer** |  | | | The Ship Safety Officer | **Chief Officer** |  | |   **ALL, EVERY, AND ANY SAFETY, SECURITY, ENVIRONMENTAL, MLC, AND CYBERSECURITY “NON ROUTINE”/ EMERGENCIES / INCIDENTS / ACCIDENTS / OCCURENCES MUST BE REPORTED AT ONCE AND FIRST TO THE COMPANY APPOINTED PERSONS.** | | | |